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qhe fcfP torking Group NN.N0 on Critical fnfrastructure Protection is an active international community of researchersI 
infrastructure operators and policyJmakers dedicated to applying scientific principlesI engineering techniques and public policy 
to address current and future problems in information infrastructure protection.  collowing the success of the first eight 
conferencesI the kinth Annual fcfP tG NN.N0 fnternational Conference on Critical fnfrastructure Protection will again 
provide a forum for presenting originalI unpublished research results and innovative ideas related to all aspects of critical 
infrastructure protection.  mapers and panel proposals are solicited.  pubmissions will be refereed by members of torking 
droup NN.NM and other internationallyJrecognized experts in critical infrastructure protection.  mapers and panel submissions 
will be selected based on their technical merit and relevance to fcfm td NN.NM.  qhe conference will be limited to sixty 
participants to facilitate interactions among researchers and intense discussions of research and implementation issues.   
 
A selection of papers from the conference will be published in an edited volume – the ninth in the series entitled Critical 
fnfrastructure Protection EppringerF – in the fall of 2MNR.   oevised andLor extended versions of outstanding papers from the 
conference will be published in the fnternational gournal of Critical fnfrastructure Protection EblsevierF.  
 
mapers are solicited in all areas of critical infrastructure protection.  Areas of interest includeI but are not limited toW    
 

· fnfrastructure vulnerabilitiesI threats and risks  
· pecurity challengesI solutions and implementation issues  
· fnfrastructure sector interdependencies and security implications 
· oisk analysisI risk assessment and impact assessment methodologies  
· jodeling and simulation of critical infrastructures 
· iegalI economic and policy issues related to critical infrastructure protection 
· pecure information sharing 
· fnfrastructure protection case studies 
· aistributed control systemsLpCAaA security 
· qelecommunications network security  

 
 
fnstructions for Authors 
 
Technical mapersW  Contributions Ein .pdf formatF should be emailed to the mrogram CoJChair Esujeetxatzutulsa.eduF.  
januscripts should be in bnglish and not longer than 2R pages EdoubleJspaced format with a N2Jpoint fontF.  bach submission 
should have a cover page with the titleI contact information of the authors and an abstract of approximately 2MM words. 
 
manelsW  manel proposals should be emailed to the mrogram CoJChair Esujeetxatzutulsa.eduF.  mroposals should include a 
description of the topicI along with the contact information of the panel organizer and a list of panelists. 
 
Conference aeadlines 
maperLmanel pubmissionW ganuary N2I 2MNR 
kotification of AcceptanceW cebruary 2I 2MNR 
 
deneral ChairW wachary qudor Epof fnternationalI rpAF 
mrogram Co-ChairsW jason oice EAir corce fnstitute of qechnologyI rpAF; pujeet phenoi Erniversity of qulsaI rpAF 
fcfm td NN.NM tebsiteW www.ifipNNNM.org 


